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	TSP Users 
	Total Army.  This Awareness Training TSP is designed to inform military personnel of the nature and characteristics of the contemporary operational environment.  It is applicable to instructors and training developers Army wide and particularly Observer/Controllers at Combat Training Centers and Reserve Training Divisions to help incorporate an understanding of the Contemporary Operational Environment in Army training and development.  Likewise, it is useful to officers and NCOs in resident courses, as well as individual soldiers and units to enhance their understanding of the Contemporary Operational Environment.

	Proponent 
	The proponent for this document is the TRADOC Deputy Chief of Staff for Intelligence. 

	Improvement Comments 
	Users are invited to send comments and suggested improvements on DA Form 2028, Recommended Changes to Publications and Blank Forms.  Completed forms or equivalent response will be mailed or attached to electronic e-mail and transmitted to: 


TRADOC TRISA - THREATS


COE & THREAT INTEGRATION DIRECTORATE (CTID)



ATTN: ATIN-T


700 SCOTT AVE, BUILDING 53


FT LEAVENWORTH, KS 66027-1323


E-mail: Threats-CTID@us.army.mil

	Security Clearance/ Access 
	Unclassified -

	Foreign Disclosure Restrictions
	This product/publication has been reviewed by the product developers in coordination with the TRADOC TRISA - Threat foreign disclosure authority.     This product is releasable to students from all requesting foreign countries without restrictions.


PREFACE

	Purpose
	This training support package provides the instructor with a standardized lesson plan for presenting awareness training on the information covered in the FM 7-100 series. It also provides the resources to allow individual soldiers to conduct the training on their own.

	 
	Task number:
0159-D-0002
Task title:
Understand the Contemporary Operational Environment.
Conditions:
Given a classroom environment where you have been provided instruction in the Contemporary Operational Environment.

Standard:
Understood the Contemporary Operational Environment.


	Technique
of Delivery
	LESSON NUMBER
INSTRUCTIONAL STRATEGY
MEDIA


	
	Classroom Presentation

	
	0159-70000000
	Large Group Instruction
	Training Aid (VGT/Computer Slides)

	
	0159-70000001
	Large Group Instruction
	Training Aid (VGT/Computer Slides)

	
	0159-70000002
	Large Group Instruction
	Training Aid (VGT/Computer Slides)

	
	0159-70000003
	Large Group Instruction
	Training Aid (VGT/Computer Slides)

	
	0159-70000004
	Large Group Instruction
	Training Aid (VGT/Computer Slides)

	
	Individual Study

	
	0159-70000000
	Individualized Self Paced Instruction
	Training Aid (VGT/Computer Slides)

	
	0159-70000001
	Individualized Self Paced Instruction
	Training Aid (VGT/Computer Slides)

	
	0159-70000002
	Individualized Self Paced Instruction
	Training Aid (VGT/Computer Slides)

	
	0159-70000003
	Individualized Self Paced Instruction
	Training Aid (VGT/Computer Slides)

	
	0159-70000004
	Individualized Self Paced Instruction
	Training Aid (VGT/Computer Slides)
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 LESSON 1: 0159-D-0002                                                                                                                    INTRODUCTION
01 August 2007

SECTION I.
ADMINISTRATIVE DATA

	All Courses Including This Lesson
	Course Number
Course Title 

                           Command and General Staff Officer Course (CGSOC)


Captains Career Course (CCC)

                           Officer Basic Course (OBC)

                                               

                           Warrant Officer Candidate School  (WOCS)

                           Advanced Noncommissioned Officer Course (ANCOC)

                           Basic Noncommissioned Officer Course (BNCOC)




	Task(s) 

Taught (*) or

Supported
	Task Number
Task Title 

None



	Reinforced Task(s)
	Task Number
Task Title

None



	Academic Hours
	The academic hours required to teach this lesson are as follows:

 
PEACETIME
MOB
AC
TASS Training Bns
AC/RC
1/CO
Resident 
1/CO
AT/ADT
1/C0
IDT
1/CO
Non-res DL
1/IP
 
TEST
N/A

TOTAL HOURS

1/CO


1/CO

1/CO

1/IP

1/CO
                          

	Test Lesson Number
	
Hours
Lesson No.

Testing


(to include test review) 



N/A

	Prerequisite Lesson(s)
	
Lesson Number
Lesson Title

None 


	Security Clearance/ Access
	Security Level:  Unclassified

Requirements:  There are no clearance or access requirements for the lesson.


	Foreign Disclosure Restrictions
	This product/publication has been reviewed by the product developers in coordination with the TRADOC TRISA-Threats foreign disclosure authority.  
This product is releasable to students from all requesting foreign countries without restrictions.

	References
	

	Number
	Title
	Date

	FM 7-100

	Opposing Force Doctrinal Framework and Strategy
	

	
	
	

	
	
	

	Student Study Assignments
	NONE

	Instructor Requirements
	One primary instructor



	Additional
	Name
	Quantity
	Man Hours

	Support
	None
	
	

	Personnel
	
	
	

	Requirements
	
	
	

	Equipment 

Required 

For Instruction 
	Name
Overhead projector or

Computer With Microsoft PowerPoint and Projection Equipment
	
	

	Materials Required
	Instructor Materials: 

FM 7-100, Opposing Force Doctrinal Framework and Strategy 
Student Materials:

FM 7-100, Opposing Force Doctrinal Framework and Strategy

	Classroom, Training Area, and Range Requirements
	1 classroom per class



	Ammunition Requirements
	Name
None
	Student Qty
	Misc Qty

	Instructional Guidance
	NOTE: Before presenting this lesson, instructors must thoroughly prepare by studying the lesson and identified reference material.



	Branch Safety Mgr Approval
	NAME




RANK

POSITION

DATE

N/A

	Proponent Lesson Plan Approvals
	NAME




RANK

POSITION

DATE

Gary E. Phillips


GG15

TRISA-Threats              AUG 07


SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is:  1: class
Time of Instruction: 60 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Remove Slide # 1 The Contemporary Operational Environment and Show Slide # 2, Why are we here?


	Terminal Learning Objective
	Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will: understand the basis of the Contemporary Operational Environment


	
	Action:
	Demonstrate a basic knowledge of the need for the Contemporary Operational Environment.

	
	Conditions:
	Given a classroom environment.



	
	Standards:
	Understood the basis of the Contemporary Operational Environment.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.



	Instructional Lead-In
	NOTE:  Show Slide # 2, Why are we here?

Learn what COE is.

· Learn what COE is designed to accomplish. 

· Learn how to use COE

· Learn where to get information about COE




SECTION III.
PRESENTATION 

Learning Step/Activity 1.   Understand the basis of the Contemporary Operational Environment

Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
30 min

Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100, Opposing Force Doctrinal Framework and Strategy

Security Classification:

Unclassified

NOTE:    Show Slide # 3, COE Defined
· Nations will continues to field armed forces and use these forces as a tool to pursue national interests 

Advanced technology will be available on the world market for a wide variety of nation-state and non-state actors

Non-state actors will play an important role in any regional conflict—as combatants or noncombatants

All combat operations will be significantly affected by a number of variables in the environment beyond simple military forces
NOTE:    Show Slide # 4, Purpose of COE
· Comprehensive
· Universal 

· Means, not an end

NOTE:    Show Slide # 5, COE Products

· Current location of COE Products and TRISA POC
NOTE:    Show Slide # 6, COE Products

· FM 7-100, Doctrinal Framework and Strategy
· FM 7-100.1, OPFOR Operations
· FM 7-100.2, OPFOR Tactics
· FM 7-100.3, OPFOR Paramilitary and Nonmilitary Organizations and Tactics
· FM 7-100.4, OPFOR Organization Guide
· Worldwide Equipment Guide
NOTE:    Show Slide # 7, COE Products
· Operational Environment Assessment (Iraq Afghanistan)
· Exercise Design Guide
· Terrorism Handbooks
· BCKS
· CALL Web Page Support 
NOTE:    Show Slide #8, Regulatory Guidance
· AR 350-2 
· AR 381-11
· TRADOC Commander’s Training Guidance
· Standard 22 
NOTE:    Show Slide #9, COE Development Overview
NOTE:    Show Slide # 10, Things to remember

· Driven by training outcomes
· Not threat
· Right training OE = Good Army
· Diverse audience
NOTE:    Show Slide # 11, Mandates

· White Paper
· Full Spectrum Operations
· Focus on why and how
· Adaptation and Asymmetry
· Composite Model
· Some elements of old OPFOR must go
NOTE:    Show Slide # 12, COE Concepts

NOTE:    Show Slide # 13, COE Variables

· Replaces the 11 Critical Variables
· PMESII-PT
NOTE:    Show Slide # 14, COE Spectrum
NOTE:    Show Slide # 15, Adaptive Objectives

· Control Access
· Employ Operational Shielding
· Cause Politically Unacceptable Casualties
· Negate Technological Overmatch
· Control Tempo
· Change Nature of the Conflict
· Allow No Sanctuary
NOTE:    Show Slide # 16, System Approach to Combat

· Systems warfare
· Single points of failure
· Examples of systems warfare targets
NOTE:    Show Slide # 17, Questions?

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

SECTION IV.
SUMMARY
NOTE:    Summarize the information presented in this section with particular emphasis on points that generated discussion.
SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Students demonstrate knowledge of the lesson through class interaction and the ability to articulate lesson conceps.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.


LESSON 2: 0159-D-0002                                                                                                                    STRATEGIC ENVIRONMENT
August 2007

SECTION I.
ADMINISTRATIVE DATA

	All Courses Including This Lesson
	Course Number
Course Title 

                           Command and General Staff Officer Course (CGSOC)


Captains Career Course (CCC)

                           Officer Basic Course (OBC)

                                               

                           Warrant Officer Candidate School  (WOCS)

                           Advanced Noncommissioned Officer Course (ANCOC)

                           Basic Noncommissioned Officer Course (BNCOC)




	Task(s) 

Taught (*) or

Supported
	Task Number
Task Title 

None



	Reinforced Task(s)
	Task Number
Task Title

None



	Academic Hours
	The academic hours required to teach this lesson are as follows:

 
PEACETIME
MOB
AC
TASS Training Bns
AC/RC
1.5/CO
Resident 
1.5/CO
AT/ADT
1.5/C0
IDT
1.5/CO
Non-res DL
1.5/IP
 
TEST
N/A

TOTAL HOURS

1.5/CO


1.5/CO

1.5/CO

1.5/IP

1.5/CO
                          

	Test Lesson Number
	
Hours
Lesson No.

Testing


(to include test review) 



N/A

	Prerequisite Lesson(s)
	
Lesson Number
Lesson Title

None 


	Security Clearance/ Access
	Security Level:  Unclassified

Requirements:  There are no clearance or access requirements for the lesson.


	Foreign Disclosure Restrictions
	This product/publication has been reviewed by the product developers in coordination with the TRADOC TRISA-Threats foreign disclosure authority.  
This product is releasable to students from all requesting foreign countries without restrictions.

	References
	

	Number
	Title
	Date

	FM 7-100

	Opposing Force Doctrinal Framework and Strategy
	

	
	
	

	
	
	

	Student Study Assignments
	NONE

	Instructor Requirements
	One primary instructor



	Additional
	Name
	Quantity
	Man Hours

	Support
	None
	
	

	Personnel
	
	
	

	Requirements
	
	
	

	Equipment 

Required 

For Instruction 
	Name
Overhead projector or

Computer With Microsoft PowerPoint and Projection Equipment
	
	

	Materials Required
	Instructor Materials: 

FM 7-100, Opposing Force Doctrinal Framework and Strategy

Student Materials:

FM 7-100, Opposing Force Doctrinal Framework and Strategy

	Classroom, Training Area, and Range Requirements
	1 classroom per class



	Ammunition Requirements
	Name
None
	Student Qty
	Misc Qty

	Instructional Guidance
	NOTE: Before presenting this lesson, instructors must thoroughly prepare by studying the lesson and identified reference material.



	Branch Safety Mgr Approval
	NAME




RANK

POSITION

DATE

N/A



	Proponent Lesson Plan Approvals
	NAME




RANK

POSITION

DATE

Gary E. Phillips


GG15

TRISA-Threats              AUG 07


SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is:  1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator
	NOTE: Remove Slide # 1 The Strategic Environment and Show Slide # 2 The Strategic Environment


	Terminal Learning Objective
	Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will: understand the strategic environment


	
	Action:
	Understand the strategic environment.

	
	Conditions:
	Given a classroom environment.



	
	Standards:
	Understood the strategic environment.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE:  Show Slide # 2, The Strategic Environment



SECTION III.
PRESENTATION 

Learning Step/Activity 2.   Understand strategic environment

Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
60 min

Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD

        References:


FM 7-100, Opposing Force Doctrinal Framework and Strategy

Security Classification:

Unclassified

NOTE:    Show Slide # 3, The Strategic Environment
· JFCOM’s PMESII replaces the 11 Critical Variables
· Variables represent a system of systems
NOTE:    Show Slide # 4, Strategic Assumptions
· War is our steady state environment
· Unlikely peer competitor through 2015

· Alliances may achieve near peer capabilities 

· Competition between actors
· Competition between, and within, cultures, civilizations and associated ideologies

NOTE:    Show Slide # 5, Strategic Assumptions
· Competition for natural resources will increase

· Globalization will continue

· US to remain global economic power

· Non-state actors will remain significant

· Legal and ethical issues

NOTE:    Show Slide # 6, Foreign Perceptions
· Hypocritical
· Legitimacy as global leader

· Imperialistic

· Counterbalance

· Will try for regime change

· Cultural contaminator

· Status Quo

NOTE:    Show Slide # 8, Foreign Perceptions
· Views other countries as talent pool
· Unfair competitor for global resources
· Tries to exploit US concepts

· Content to let Third World languish in poverty

NOTE:    Show Slide # 8, Perceived Weaknesses
· Casualty Averse
· Culturally unaware

· Addicted to luxury

· Addicted to technology

NOTE:    Show Slide # 9, Perceived Weaknesses
· USAF is predictable
· US Army and Marine Corps are slow, logistics heavy and require contractor support

· US public has no long-term memory

· Prefers to solve problems with money, not armed force

· Not a reliable ally
NOTE:    Show Slide # 10, Global Drivers
· Competing cultures

· Information and Communication technology proliferation

· Globalization

· WMD proliferation

· Science, Technology and Engineering Advancements

· Resource Constraints

NOTE:    Show Slide # 11, Competing cultures, civilizations and associated ideologies
· Form the conflict fault lines in our world

· Globalization may be fomenting conflict, rather than creating a melting pot

NOTE:    Show Slide # 12, Information and communications technology
· Expanding global communications

· The root cause of globalization?

· Potential adversaries have access to many, if not all, of the methods of communications that we do

NOTE:    Show Slide # 13, Globalization/Integration
· “Worldwide networks of interdependence”

· Both unifying and fragmenting

NOTE:    Show Slide # 14, WMD proliferation
· Include chemical, biological, radiological, nuclear and enhanced high-explosive weapons

· Serve as a tool of coercion and intimidation

· Psychological impact can be powerful

NOTE:    Show Slide # 15, Science, Technology and Engineering advancement
· The pace of evolution will continue to accelerate

· Hardest trend to accurately predict

· Focus of research will move from the US overseas 

NOTE:    Show Slide # 16, Resource Constraints
· Humanity’s need for resources grows exponentially

· Water

· Energy
NOTE:    Show Slide # 17, Strategic Designs
· Strategic preclusion

· Strategic alliances to counter US influence

· Target US alliances

· Challenge US with simultaneous operations

· Control variable of time

· Control strategic information environment

· Attack US political and public support

NOTE:    Show Slide # 18, Operational Designs
· Attack US operational patterns/predictability

· Exploit physical environment

· Exploit US operational constraints

· Avoid perceived US strengths

· Exploit perceived lack of cultural understanding

· Seek “game-changing” technologies

· Disrupt with all elements of power

NOTE:    Show Slide # 19, Tactical Designs
· Exploit conventional/irregular synergy

· Employ range of technologies

· Information warfare as key weapon system

· Employ complex battle positions and utilize cultural standoff capabilities

NOTE:    Show Slide # 20, Questions? 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
SECTION IV.
SUMMARY
Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:    Instructor


Overhead Projector and Slides; or Computer and CD


	Check on Learning
	Conduct a check on learning and summarize the lesson.


SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Describe how the student must demonstrate accomplishment of the TLO. Refer student to the Student Evaluation Plan.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.


LESSON 3: 0159-D-00002                                                                                                                  PMESII-PT and Culture
August 2007

SECTION I.
ADMINISTRATIVE DATA

	All Courses Including This Lesson
	Course Number
Course Title 

                           Command and General Staff Officer Course (CGSOC)


Captains Career Course (CCC)

                           Officer Basic Course (OBC)

                                               

                           Warrant Officer Candidate School  (WOCS)

                           Advanced Noncommissioned Officer Course (ANCOC)

                           Basic Noncommissioned Officer Course (BNCOC)




	Task(s) 

Taught (*) or

Supported
	Task Number
Task Title 

None



	Reinforced Task(s)
	Task Number
Task Title

None



	Academic Hours
	The academic hours required to teach this lesson are as follows:

 
PEACETIME
MOB
AC
TASS Training Bns
AC/RC
1/CO
Resident 
1/CO
AT/ADT
1/C0
IDT
1/CO
Non-res DL
1/IP
 
TEST
N/A

TOTAL HOURS

1/CO


1/CO

1/CO

1/IP

1/CO
                      

	Test Lesson Number
	
Hours
Lesson No.

Testing


(to include test review) 



N/A

	Prerequisite Lesson(s)
	
Lesson Number
Lesson Title

None 


	Security Clearance/ Access
	Security Level:  Unclassified

Requirements:  There are no clearance or access requirements for the lesson.


	Foreign Disclosure Restrictions
	This product/publication has been reviewed by the product developers in coordination with the TRADOC TRISA-Threats foreign disclosure authority.  
This product is releasable to students from all requesting foreign countries without restrictions.

	References
	

	Number
	Title
	Date

	FM 7-100
	Opposing Force Doctrinal Framework and Strategy
	

	
	
	

	
	
	

	Student Study Assignments
	NONE

	Instructor Requirements
	One primary instructor



	Additional
	Name
	Quantity
	Man Hours

	Support
	None
	
	

	Personnel
	
	
	

	Requirements
	
	
	

	Equipment 

Required 

For Instruction 
	Name
Overhead projector or

Computer With Microsoft PowerPoint and Projection Equipment
	
	

	Materials Required
	

	Classroom, Training Area, and Range Requirements
	1 classroom per class



	Ammunition Requirements
	Name
None
	Student Qty
	Misc Qty

	Instructional Guidance
	NOTE: Before presenting this lesson, instructors must thoroughly prepare by studying the lesson and identified reference material.



	Branch Safety Mgr Approval
	NAME




RANK

POSITION

DATE

N/A

	Proponent Lesson Plan Approvals
	NAME




RANK

POSITION

DATE

Gary E. Phillips


GG15

TRISA-Threats              07 FEB 07


SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is:  1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Show Slide # 1 The Critical Variables 


	Terminal Learning Objective
	Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will: understand PMESII-PT and culture

	
	Action:
	Demonstrate a knowledge of PMESII-PT

	
	Conditions:
	Given a classroom environment.



	
	Standards:
	Understood PMESII-PT

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE:  Show Slide #2 The Contemporary Operational Environment Variables



SECTION III.
PRESENTATION 

Learning Step/Activity 3.   Understand PMESII-PT

Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
30 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD

        References:


FM 7-100, Opposing Force Doctrinal Framework and Strategy


Security Classification:

Unclassified

NOTE:    Show Slide #3, The Contemporary Operational Environment Variables

· JFCOM and Army

· System of systems

· Framing the problem

· Consider all variables, not just military!

NOTE:    Show Slide #4, Political
· Distribution of power and responsibility

· Legitimacy 

· Will

NOTE:    Show Slide #5, Political
· Centers of political power
NOTE:    Show Slide #6, Military

· Capabilities

· Flexibility

· Instrument of respective political system

NOTE:    Show Slide #7, Economics
· Haves and have-nots

· Resources

· Regional action, global reaction

NOTE:    Show Slide #8, Social

· Cultural, religious and ethnic makeup

· People, groups and institutions

NOTE:    Show Slide #9, Information
· Information is power

· Perception management

· Information flow 

· Sophistication

NOTE:    Show Slide #10, Infrastructure
· Systems needed for the functioning of a community or society 

· Technological sophistication

NOTE:    Show Slide #11, Physical Environment
· Physical circumstances and conditions

· Defining factors

· Complex terrain

· Adverse weather

NOTE:    Show Slide #12, Time
· Operational Planning Factor

· Tool

· Time does not favor US goals

NOTE:    Show Slide # 13, Questions

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

Learning Step/Activity 4.   Understand Culture and Demographics


Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
30 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD

        References:


FM 7-100, Opposing Force Doctrinal Framework and Strategy


Security Classification:

Unclassified

NOTE:    Show Slide # 1, The Contemporary Operational Environment 
NOTE:    Show Slide # 2, Culture and Demographics

NOTE:    Show Slide # 3, Culture and Demographics

· Urbanization Level and Mobility
· Cultural, Ethnic, Religious Divisions
· Population Age
· Standard of Living
· Infrastructure Quality
NOTE:    Show Slide # 4, Impacts

· How they see us

· How they see themselves

· What’s important

· Who gets their support

NOTE:    Show Slide # 5, Impacts

· Freedom to maneuver

· Human intelligence

· Force Protection

· Logistics support

NOTE:    Show Slide # 6, Things to Consider

· Gestures

· Greetings

· How to show respect

· What is disrespectful

· Role of women

· What is sacred

· How to ask for things

· Freedom to maneuver

NOTE:    Show Slide # 7, Things to Consider

· Number of military age men

· Distribution of ethnic groups

· Distribution of religious groups

· Political parties

· Informal power structures

· Level of corruption

· Gestures

NOTE:    Show Slide # 8, Language

· Number of tasks that require language capability 

· Dialect and Slang

· Linguist Motivations and Loyalties
NOTE:    Show Slide # 9, Culture in training
NOTE:    Show Slide # 10, Culture in training

· Different is often good enough

· Conditions for task completion

· Restrictions on actions

· Additional requirements

· “Taking sides” avoidance

· Look for interactions

· Number of tasks that require language capability 
NOTE:    Show Slide # 12, Questions

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

SECTION IV.
SUMMARY
Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:    Instructor


Overhead Projector and Slides; or Computer and CD


	Check on Learning
	Conduct a check on learning and summarize the lesson.


SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Describe how the student must demonstrate accomplishment of the TLO. Refer student to the Student Evaluation Plan.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.


LESSON 4: 0159-D-00002                                                                                                                       COE ACTORS
August 2007
SECTION I.
ADMINISTRATIVE DATA

	All Courses Including This Lesson
	Course Number
Course Title 

                           Command and General Staff Officer Course (CGSOC)


Captains Career Course (CCC)

                           Officer Basic Course (OBC)

                                               

                           Warrant Officer Candidate School  (WOCS)

                           Advanced Noncommissioned Officer Course (ANCOC)

                           Basic Noncommissioned Officer Course (BNCOC)




	Task(s) 

Taught (*) or

Supported
	Task Number
Task Title 

None



	Reinforced Task(s)
	Task Number
Task Title

None



	Academic Hours
	The academic hours required to teach this lesson are as follows:

 
PEACETIME
MOB
AC
TASS Training Bns
AC/RC
8/CO
Resident 
8/CO
AT/ADT
8/C0
IDT
8/CO
Non-res DL
8/IP
 
TEST
N/A

TOTAL HOURS

8/CO


8/CO

8/CO

8/IP

8/CO
                          

	Test Lesson Number
	
Hours
Lesson No.

Testing


(to include test review) 



N/A

	Prerequisite Lesson(s)
	
Lesson Number
Lesson Title

None 


	Security Clearance/ Access
	Security Level:  Unclassified

Requirements:  There are no clearance or access requirements for the lesson.


	Foreign Disclosure Restrictions
	This product/publication has been reviewed by the product developers in coordination with the TRADOC TRISA-Threats foreign disclosure authority.  
This product is releasable to students from all requesting foreign countries without restrictions.

	References
	

	Number
	Title
	Date

	FM 7-100
	Opposing Force Doctrinal Framework and Strategy
	

	
	
	

	
	
	

	Student Study Assignments
	NONE

	Instructor Requirements
	One primary instructor



	Additional
	Name
	Quantity
	Man Hours

	Support
	None
	
	

	Personnel
	
	
	

	Requirements
	
	
	

	Equipment 

Required 

For Instruction 
	Name
Overhead projector or

Computer With Microsoft PowerPoint and Projection Equipment
	
	

	Materials Required
	Instructor Materials: 

FM 7-100, Opposing Force Doctrinal Framework and Strategy

Student Materials:

FM 7-100, Opposing Force Doctrinal Framework and Strategy



	Classroom, Training Area, and Range Requirements
	1 classroom per class



	Ammunition Requirements
	Name
None
	Student Qty
	Misc Qty

	Instructional Guidance
	NOTE: Before presenting this lesson, instructors must thoroughly prepare by studying the lesson and identified reference material.



	Branch Safety Mgr Approval
	NAME




RANK

POSITION

DATE

N/A



	Proponent Lesson Plan Approvals
	NAME




RANK

POSITION

DATE

Gary E. Phillips


GG15

TRISA-Threats              07 Feb 07


SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is:  1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Remove Slide # 1 The Contemporary Operational Environment and Show Slide #2 COE Conventional Forces


	Terminal Learning Objective
	Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will: understand actors in the COE.


	
	Action:
	Demonstrate an understanding of the COE actors

	
	Conditions:
	Given a classroom environment.



	
	Standards:
	Understood the COE actors

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE:  Show Slide # 2, COE Conventional Forces



SECTION III.
PRESENTATION 

 CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
Learning Step/Activity 5.   Understand COE Conventional Forces

Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
90 min

Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100, Opposing Force Doctrinal Framework and Strategy

Security Classification:

Unclassified

NOTE:    Show Slide # 3, OPFOR Operational and Tactical Organizations
· Operational-Strategic Command
· Division Tactical Group

· Integrated Fires Command

· Brigade Tactical Group

· Detachment
NOTE:    Show Slide # 4, OPFOR Command and Support Relationships
· Constituent
· Dedicated
· Supporting
· Affiliated
NOTE:    Show Slide # 5, Administrative Force Structure
· Single-service headquarters
· Remain in garrison

· Depot logistic base

· Source of TO&Es

· Corps, Armies, Army Groups, Military Districts and Regions

NOTE:    Show Slide # 6, Administrative Force Structure

NOTE:    Show Slide # 7, Operational-Strategic Command
· Task organized to execute an operational  mission or campaign 
· Joint headquarters

· Wartime organization

· Composition is based on METT-T
NOTE:    Show Slide # 8, Administrative Force Structure
NOTE:    Show Slide # 9, Example multi-national OSC
NOTE:    Show Slide # 10, Integrated Fires Command
· Controls indirect fires in Division or DTG

NOTE:    Show Slide # 11, Integrated Fires Command
· The command post can disperse into two command posts
NOTE:    Show Slide # 12, Integrated Fires Command
· Fire support coordination center
NOTE:    Show Slide # 13, Strike C2 Options

NOTE:    Show Slide # 14, Target Report Flow
· Decentralized option
· Pre-designated option
· Centralized option
· Tailored option
NOTE:    Show Slide # 15, Division Tactical Group
· Task organized division

· Integrates interagency forces up to brigade size

· Sustains independent offensive combat operations

· Exerts control over an important geographic area

NOTE:    Show Slide # 16, Example DTG
NOTE:    Show Slide # 17, Example DTG

NOTE:    Show Slide # 18, BrigadeTactical Group
Task organized brigade 

· IntegratesInteragency forces up to battalion size

· Sustains independent offensive combat operations over a period of one to three days

· Exerts control over a small geographic area

· Not joint

NOTE:    Show Slide # 19, Example BTG

NOTE:    Show Slide # 20, OPFOR Detachments
· Battalion or company

NOTE:    Show Slide # 21, OPFOR Detachments
· Independent Mission Detachment

NOTE:    Show Slide # 22, OPFOR Detachments
· Counter-reconnaissance Detachment

· Urban Detachment

· Security Detachment

· Reconnaissance Detachment

· Movement Support Detachment

· Obstacle Detachment

NOTE:    Show Slide # 23, Area of Responsibility
· Geographical area associated with a combatant commander

NOTE:    Show Slide # 24, Limit of Responsibility
· Delineates the surface area and airspace of an AOR

· Next higher level of command coordinates cross-LOR action

NOTE:    Show Slide # 25, Disruption Zone
· AOR of the Disruption Force

· Disruption

· Both offensive and defensive zone

· Exists throughout an operation

NOTE:    Show Slide # 26, Battle Zone
· AOR of the Main Defensive Force or Offensive Forces

· Where close combat will occur and the decisive point is located

NOTE:    Show Slide # 27, Attack Zone
· Offensive AOR to permit freedom of maneuver for tactical units

· Attack zone becomes tactical unit’s AOR

NOTE:    Show Slide # 28, DTG Area of Responsibility

NOTE:    Show Slide # 29, DTG Area of Responsibility

NOTE:    Show Slide # 30, The Why of Command and Control
· Administrative Structure

· AOR and zones

· IFC

· Four command relationships

NOTE:    Show Slide # 31, Questions? 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

1. Learning Step/Activity 6.   Understand Paramilitary Forces 

        Method of Instruction:                      Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
90 min 

Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100, Opposing Force Doctrinal Framework and Strategy 

Security Classification:

Unclassified

NOTE:    Show Slide # 1, Paramilitary Actors
NOTE:    Show Slide # 2, Paramilitary Forces

· Definition

NOTE:    Show Slide # 4, Internal Security Forces

NOTE:    Show Slide # 5, Ministry of the Interior
NOTE:    Show Slide # 6, Threats
· Internal 

· Regional

· Extraregional

NOTE:    Show Slide # 7, National Security Forces
· Dedicated and Loyal

· Covert Agents

· Military Ranks and Training 

· Electronic Surveillance

· Prisoner Interrogation

· Augment Armed Forces (Intel)

NOTE:    Show Slide # 8, National Security Forces
· Throughout the State

· Government and Industrial Installations 

· Dissidents and Spies

· POWs 

· Evacuation of Threatened Areas

· LOC and Convoy Security

· VIP Protection

NOTE:    Show Slide # 9, Police Organizations
· National  Police

· District Police

· Local Police
NOTE:    Show Slide # 10, Police Functions 
· Maintain Law and Order

· Enforce Regulations

NOTE:    Show Slide # 11, Special Forces
· Elite Paramilitary Units

· Counter Civil Disturbances and Terrorism

· Direct Action

· Collection of Foreign and Internal Intel

· Supplement the Armed Forces

· Special Police Battalion

· VIP Protection

NOTE:    Show Slide # 12, Special Police
· Crush Dissidents

· Domestic Counterintelligence

· SWAT Teams

· Capture Escapees

· Seize Weapons

· Crack Down on Public Disturbances

· Combat Potential

NOTE:    Show Slide # 13, Civil Defense Units
· Paramilitary Units

· Protect an Area or Installation

· Nonmilitary Units

· Civil Engineering

· Salvage and Repair

· Maintain Production

· Both Cooperate with National Police and other Internal Security Forces
NOTE:    Show Slide # 14, Civil Defense Missions
· Peacetime

· Disaster Relief 

· Civil Engineering Programs

· Wartime

· Repair Battle-Damaged Facilities

· Minimize Impact on Infrastructure

· Perform Support Area Security

· Supplement Combat Engineers

NOTE:    Show Slide # 15, Operations and Tactics
· Counterterrorism

· Hostage Rescue

· VIP Protection

· Direct Action

· Raid

· Ambush

· Terror Tactics

NOTE:    Show Slide # 16, Operations and Tactics
· Patrols

· Observation Posts

· Checkpoints

· Population Control

NOTE:    Show Slide # 17, Private Security Organizations
· Security and/or Intelligence

· Contractual or Self-Interest

· Adjunct or Advisors to—

· Host-Nation Military

· Paramilitary Organizations

· Police Forces

· Private Individuals/Businesses
NOTE:    Show Slide # 17, Private Security Organizations
· Prevent Intrusions or Theft

· Protect Property and People

· Enforce Rules and Regulations

· Conduct Investigations

· Neutralize Threats

NOTE:    Show Slide # 19, Private Security Organizations
· Tailored to Customer’s Needs

· Provide Bodyguards
· Conduct Surveillance or Search

· Guard Facilities

· Active and Passive Measures 

· Rudimentary or Advanced Technology

· Offensive Actions

NOTE:    Show Slide # 20, Guerillas
· Definition

NOTE:    Show Slide # 21, Guerillas
· Paramilitary

· Enemy-held/Hostile Territory

· Predominantly indigenous

· Adaptive tactics

· Resistance, Partisans

NOTE:    Show Slide # 22, Guerilla Battalion Wire Diagram
NOTE:    Show Slide # 23, Questions?

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

2. Learning Step/Activity 7.   Understand Insurgents
        Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
90 min 

Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100, Opposing Force Doctrinal Framework and Strategy 

Security Classification:

Unclassified

NOTE:    Show Slide # 1, The Contemporary Operational Environment
NOTE:    Show Slide # 2, Insurgents
NOTE:    Show Slide # 3, Insurgents
· Definition
NOTE:    Show Slide # 4, Strategies
· Mass mobilization
· Armed action
NOTE:    Show Slide # 5, Protracted War
· Phase I
· Phase II

· Phase III

NOTE:    Show Slide # 6, Armed Action
· Popular support not action
· Weak government
· Government can be made to collapse
NOTE:    Show Slide # 7, Tactical Organization
· Cells are building blocks
· Cell organization

· Cells provide control of members

· Number of cells vary based on group

NOTE:    Show Slide # 8, Networked Structure 
· Chain
· Hub

· All channel

NOTE:    Show Slide # 9, Enemy IED Activity Model
NOTE:    Show Slide # 10, Hierarchical Structure
· Well defined vertical chain of command

· Traditional structure

· Used by well established groups with a command and support structure

· Greater specialization of functions in cells

NOTE:    Show Slide # 11, Local Insurgent Organization
NOTE:    Show Slide # 12, Higher Insurgent Organization
NOTE:    Show Slide # 13, Cells or Hierarchy?
NOTE:    Show Slide # 14, Transnational Insurgency?
NOTE:    Show Slide # 15, Defeating Insurgencies

· Deny External Support

· Give Insurgents a ‘Golden Bridge’

· De-legitimize the Insurgency
NOTE:    Show Slide # 16, Use of Insurgencies in Training

· Infantry Combat

· Combat in Complex Terrain

· Cordon

· Human Intelligence

· ROE

· Counter-ambush

NOTE:    Show Slide # 17, Questions? 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

Learning Step/Activity 8.   Understand Drug and Criminal Organizations

Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
90 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100, Opposing Force Doctrinal Framework and Strategy

Security Classification:

Unclassified

NOTE:    Show Slide # 1, The Contemporary Operational Environment
NOTE:    Show Slide # 2, Drug and Criminal Operations
NOTE:    Show Slide # 3, Drug and Criminal Organizations in Training
· Intelligence and Counterintelligence

· Force Protection

· Anti- and Counterterrorism

· Host Country Integration
NOTE:    Show Slide # 4, Motivation
· Financial Profit
· Finance other political, terrorist or paramilitary activities

NOTE:    Show Slide # 5, Threats
· Political, military, legal or judicial entities
· Drug and criminal competitors

NOTE:    Show Slide # 6, Similarities
· Profit Motive

· Organized Like Businesses

· Cellular Structure 

· Operate Legally and Illegally

· Terror and Unconventional Tactics

· Best Technology Money Can Buy

· Enormous Influence

NOTE:    Show Slide # 7, Narco-Terrorists
· Further Aims of Drug Traffickers 

· Use Terror Tactics

· Assassination

· Extortion

· Hijacking

· Bombing

· Kidnapping

· Disrupt Legitimate Government

· Intimidate Competitors or Subordinates

NOTE:    Show Slide #8, Drug Organization
· Formal Chain of Command? 

· Loyalty?

· Subcontractors 

· Dress to Blend In

NOTE:    Show Slide # 9, Drug and Criminal Organizations
· Security Is Paramount

· Intelligence and Counterintelligence

· High-Level Officials and Local Citizenry

· Bribery, Extortion, and Coercion

· Light and Heavy Armaments

NOTE:    Show Slide # 10, Mutual Interest
· Links with Insurgents/Terrorists

· Links with Government
NOTE:    Show Slide # 11, Civic Actions
· Gain or Maintain Support

· Reward Supporters

· Facilitate Continued Activities

· Improve Quality of Life and Standard of Living 
· Grateful Public Provides Security and Support
NOTE:    Show Slide # 12, Information Warfare
· Propaganda to Take Credit for Benefits Provided 
· Counterpropaganda to Spin Events Against the Enemy
NOTE:    Show Slide # 13, Drug and Criminal Organizations in Training
· Intelligence and Counterintelligence

· Force Protection

· Anti- and Counterterrorism

· Host Country Integration
NOTE:    Show Slide # 14, Questions? 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
9.  Learning Step/Activity 9.   Understand Noncombatants

Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
90 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100, Opposing Force Doctrinal Framework and Strategy 

Security Classification:

Unclassified

NOTE:    Show Slide # 1, The Contemporary Operational Environment
NOTE:    Show Slide # 2, Noncombatants
· Definition
NOTE:    Show Slide # 3, Noncombatants and Civilians
NOTE:    Show Slide # 4, Civilians as combatants
· Insurgents
· Terrorists
· Criminals

NOTE:    Show Slide # 5, Military as noncombatants
· Surrendered personnel
NOTE:    Show Slide # 6, Combatant and noncombatant chart
NOTE:    Show Slide # 7, Transitions bring danger
· Boy picks up a rock
· Prisoner tries to escape
NOTE:    Show Slide # 8, Types of Noncombatants
· Media

· Humanitarian Relief Organizations 

· Criminals

· Multinational Corporations

· Private Security Organizations

· Other Civilians on the Battlefield

· EPW
NOTE:    Show Slide # 9, Media
· Local, National, and International

· Provide Information

NOTE:    Show Slide # 10, Humanitarian Relief Organizations
· Nongovernmental Organizations 
· Private Volunteer Organizations 
· Motivation
· Charity

· Manmade and Natural Disasters

· Disease, Hunger, and Poverty

· Stated and Hidden Interests

NOTE:    Show Slide # 11, Criminals
· Organization

· Power to Influence

· Bribery

· Opportunists

NOTE:    Show Slide # 12, Multinational Corporations
· Avoid Collateral Damage

· Armed Security Forces

· Enhance Security

· Invite Outside Intervention
NOTE:    Show Slide # 13, Private Security Organizations
· Security and/or Intelligence

· Contractual or Self-Interest

· Adjunct or Advisors t
· Host-Nation Military

· Paramilitary Organizations

· Police Forces

· Private Individuals/Businesses
NOTE:    Show Slide # 14, Private Security Organizations
· Prevent Intrusions or Theft

· Protect Property and People

· Enforce Rules and Regulations

· Conduct Investigations

· Neutralize Threats
NOTE:    Show Slide # 15, Private Security Organizations
· Tailored to Customer’s Needs

· Provide Bodyguards

· Conduct Surveillance or Search

· Guard Facilities

· Active and Passive Measures 

· Rudimentary or Advanced Technology

· Offensive Actions
NOTE:    Show Slide # 16, Other Noncombatants
· Government Officials

· Businesspeople

· Local Population

· Transients

· Displaced Civilians

NOTE:    Show Slide # 17, Other Noncombatants
· Support of the Civilian Population is Important to Organizations—

· Insurgent

· Terrorist

· Drug and Criminal

· Government
NOTE:    Show Slide # 18, Information Warfare
· Perception Management

· Manipulation of Information

· Media

· Information Branch

· Public Relations

· Information Services

· Shape Perception and Opinion
NOTE:    Show Slide # 19, Working with Noncombatant
· Must Know

· How they are organized

· What motivates them

· What activities they conduct or what services they provide

· Any constraints that may limit their actions or services

NOTE:    Show Slide # 20, Motivation of Noncombatants 
· Individuals

· Altruism (Unselfish/Humanitarian)

· Personal Dissatisfaction

· Job Satisfaction

· Greed

· Organizations

· Public Statements

· Hidden Agendas

NOTE:    Show Slide # 21, Noncombatants in Training
· ROE

· Logistic Support (Both Ways)

· Force Protection

· Counterintelligence

· Information Operations

NOTE:    Show Slide # 22, Enemy Exploitation of Noncombatants
· Shields, Obstacles, or Sanctuary

· Protect Military Assets

· Impede Enemy Progress

· Shape the Battlefield

· Lure Enemy into Kill Zone/Ambush

· Demand on Supply and Medical

· Cover for Intelligence or Direct Action Elements

NOTE:    Show Slide # 23, Questions?
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

LESSON 5: 0159-D-0002                                                                                                                        COE OPFOR

August 2007

SECTION I.
ADMINISTRATIVE DATA

	All Courses Including This Lesson
	Course Number
Course Title 

                           Command and General Staff Officer Course (CGSOC)


Captains Career Course (CCC)

                           Officer Basic Course (OBC)

                                               

                           Warrant Officer Candidate School  (WOCS)

                           Advanced Noncommissioned Officer Course (ANCOC)

                           Basic Noncommissioned Officer Course (BNCOC)




	Task(s) 

Taught (*) or

Supported
	Task Number
Task Title 

None



	Reinforced Task(s)
	Task Number
Task Title

None



	Academic Hours
	The academic hours required to teach this lesson are as follows:

 
PEACETIME
MOB
AC
TASS Training Bns
AC/RC
8/CO
Resident 
8/CO
AT/ADT
8/C0
IDT
8//CO
Non-res DL
8/IP
 
TEST
N/A

TOTAL HOURS

8/CO


8/CO

8/CO

8/IP

8/CO
                          

	Test Lesson Number
	
Hours
Lesson No.

Testing


(to include test review) 



N/A

	Prerequisite Lesson(s)
	
Lesson Number
Lesson Title

None 


	Security Clearance/ Access
	Security Level:  Unclassified

Requirements:  There are no clearance or access requirements for the lesson.


	Foreign Disclosure Restrictions
	This product/publication has been reviewed by the product developers in coordination with the TRADOC TRISA-Threats foreign disclosure authority.  
This product is releasable to students from all requesting foreign countries without restrictions.

	References
	

	Number
	Title
	Date

	FM 7-100
	Opposing Force Doctrinal Framework and Strategy
	

	
	
	

	
	
	

	Student Study Assignments
	NONE

	Instructor Requirements
	One primary instructor



	Additional
	Name
	Quantity
	Man Hours

	Support
	None
	
	

	Personnel
	
	
	

	Requirements
	
	
	

	Equipment 

Required 

For Instruction 
	Name
Overhead projector or

Computer With Microsoft PowerPoint and Projection Equipment
	
	

	Materials Required
	Instructor Materials: 

FM 7-100, Opposing Force Doctrinal Framework and Strategy

Student Materials:

FM 7-100, Opposing Force Doctrinal Framework and Strategy



	Classroom, Training Area, and Range Requirements
	1 classroom per class



	Ammunition Requirements
	Name
None
	Student Qty
	Misc Qty

	Instructional Guidance
	NOTE: Before presenting this lesson, instructors must thoroughly prepare by studying the lesson and identified reference material.



	Branch Safety Mgr Approval
	NAME




RANK

POSITION

DATE

N/A

	Proponent Lesson Plan Approvals
	NAME




RANK

POSITION

DATE

Gary E. Phillips


GG15

TRISA-Threats               AUG 07


SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is:  1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Remove Slide # 1 The Contemporary Operational Environment and Show Slide #2 COE Conventional Forces



	Terminal Learning Objective
	Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will: understand COE OPFOR

	
	Action:
	Demonstrate an understanding of the COE OPFOR

	
	Conditions:
	Given a classroom environment.



	
	Standards:
	Understood the COE OPFOR

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE:  Show Slide # 2, COE Conventional Forces




10. Learning Step/Activity 10.   Understand Adaptation


Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
60 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100, Opposing Force Doctrinal Framework and Strategy 

Security Classification:

Unclassified

NOTE:    Show Slide # 2, Adaptation
· Definition

NOTE:    Show Slide # 3, Adaptation Flow
NOTE:    Show Slide # 4, Adaptation
· Can be pre-planned
· Does not cede the initiative

NOTE:    Show Slide # 5, Common Themes in Adaptation
· Tech Mixture

· Similar Effects

· Makes use of Cultural Differences

· Small Change, Large Gain

NOTE:    Show Slide # 6, Diplomatic-Political Adaptation
· Change Alliances

· Exercise Internal Controls

· Create New Political Structures

NOTE:    Show Slide # 7, Informational Adaptation
· Modify “Message”

· Manipulate ROE

· Shift Communications Means
NOTE:    Show Slide # 8, Economic Adaptation
· Shift source of income
· Shift lines of communication
NOTE:    Show Slide # 9, Military Adaptation
· Technology/Weapon

· Organization

· Method –TTP
NOTE:    At this point in the lesson, the instructor should insert slides covering an example of adaptation.  These slides should cover, at a minimum:
· A system either not originally intended for a military application or a system designed for a military application other than its current use
· The method of employment
· Relative ease or difficulty of employment
· Cost of employment
· Method of mitigating US overmatch
· System it attacks within the US or US military
NOTE:    Show Slide # 10, Adaptation in Training
· Adaptive Operations

· Adaptive Objectives

· Adaptation Between Task Iterations

NOTE:    Show Slide # 11, Adaptive Objectives
· Control Access [Containment, Exclusion]

· Employ Operational Shielding

· Cause Politically Unacceptable Casualties

· Negate Technological Overmatch

· Control Tempo

· Change Nature of the Conflict

· Allow No Sanctuary
NOTE:    Show Slide # 12, Adaptation During Events
· Free Play, Free Play, Free Play

· Predict Blue COA during iteration # 1 and change for iteration #2 

· Do NOT use real world TTP that have already occurred
NOTE:    Show Slide # 13, What’s the next adaptation?

NOTE:    Show Slide # 13, Questions?
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

11. Learning Step/Activity 11.   Understand Technology and Systems


Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
1 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100, Opposing Force Doctrinal Framework and Strategy 

Security Classification:

Unclassified

NOTE:    Show Slide # 1, The Contemporary Operational Environment

NOTE:    Show Slide # 2, Technology and Systems
NOTE:    Show Slide # 3, Technology
· Where do I find tech for the OPFOR?
· What tech is available?
· How to choose what tech in an exercise 
NOTE:    Show Slide # 4, Can they have that?  
· Provide an example of a technology that seems unusual for OPFOR, such as precision guided  munitions
NOTE:    Show Slide # 4, Can they have that?  

· Provide an example of a technology that seems unusual for OPFOR that differs from the example in the preceding slide

NOTE:    Show Slide # 4, Can they have that?  

· Provide an example of a technology that seems unusual for OPFOR that differs from the example in the preceding slide

NOTE:    Show Slide # 4, What Tech ‘Should’ Be Available
· Training objectives
· Forces the unit to adapt
· Distract from training objectives
NOTE:    Show Slide # 4, Technology and Exercise Design
· Example of some technologies integrated into an exercise
NOTE:    Show Slide # 4, Technology
· Always a compromise
· Always has weaknesses
· Always adaptable
NOTE:    Show Slide # 4, Should ‘They’ Have:
· Chemical Weapons
· Manned, fixed-wing aircraft
· Electronic warfare systems
NOTE:    Show Slide # 4, Questions?

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

12. Learning Step/Activity 12.   Understand COE Conventional Operations


Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
90 min

Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100, Opposing Force Doctrinal Framework and Strategy 

Security Classification:

Unclassified

NOTE:    Show Slide # 1, The Contemporary Operational Environment
NOTE:    Show Slide # 2, COE Conventional Operations
NOTE:    Show Slide # 3, Operational and Tactical Group Offense
· Predict Blue COA during iteration # 1 and change for iteration #2 

NOTE:    Show Slide # 4, Operational and Tactical Group Offense
· Disruption Force 

· Fixing Force

· Assault Force

· Exploitation Force

· Deception Force

· Reserve Forces

· Security Force

NOTE:    Show Slide # 5, Offensive Actions
· Attack

· Integrated

· Dispersed

· Limited-Objective Attack

· Sophisticated Ambush

· Spoiling Attack

· Counterattack

· Strike

NOTE:    Show Slide # 6, Integrated Attack
· Fixes and isolates enemy combat power

· Destroys C2 and logistics structure

· Forces a military decision.

NOTE:    Show Slide # 7, Dispersed Attack
· Uses a window of opportunity

· Uses dispersed operations (multiple exploitation forces)

· Fixes and isolates enemy combat power

· Destroys C2 and logistics structure

· Forces a military decision

NOTE:    Show Slide # 8, Dispersed Attack

NOTE:    Show Slide # 9, Sophisticated Ambush
· Attacks critical enemy target

· Links in time and task: RISTA, killing asset(s) and window of opportunity

· Operationally resourced

NOTE:    Show Slide # 10, Spoiling Attack
· An attack designed to disrupt the enemy’s preparations and control the tempo of operations.

NOTE:    Show Slide # 11, Counterattack
· An attack designed to culminate the enemy’s operation and seize the initiative

NOTE:    Show Slide # 12, Strike
· An attack designed to destroy an enemy force through the synergistic combination of precision fires and ground maneuver.
NOTE:    Show Slide # 13, OPFOR Types of Defensive Action
NOTE:    Show Slide # 14, Defensive Forces
· Disruption Force

· Main Defense Force

· Contact Force

· Shielding Force

· Protected Force

· Deception Force

· Reserve Forces

· Security Force

NOTE:    Show Slide # 15, Defensive Actions
· Maneuver Defense

· Area Defense

· Integrated

· Decentralized

NOTE:    Show Slide # 16, Defensive Course of Action
· Maneuver Defense 
· Fixes and isolates enemy combat power

· Destroys enemy C2 and logistics structure

· Forces a military decision.

NOTE:    Show Slide # 17, Defensive Course of Action Graphic
NOTE:    Show Slide # 18, Defensive Course of Action Graphic
NOTE:    Show Slide # 19, Defensive Course of Action Graphic
NOTE:    Show Slide # 20, Defensive Course of Action Graphic
NOTE:    Show Slide # 21, Defensive Course of Action
· Integrated Area Defense

· Preserves combat power

· Degrades enemy combat power through continuous limited attacks and recon fires

NOTE:    Show Slide # 22, Integrated Area Defense Graphic
NOTE:    Show Slide # 23, Defensive Course of Action
· Decentralized Area Defense

· Preserves combat power and provides time for the OPFOR NCA to attack the enemy’s strategic center of gravity.

NOTE:    Show Slide # 24, Questions?

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

13. Learning Step/Activity 13.   Understand Offensive Tactics

Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
120 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100, Opposing Force Doctrinal Framework and Strategy 

Security Classification:

Unclassified

NOTE:    Show Slide # 1, The Contemporary Operational Environment

NOTE:    Show Slide # 2, Offensive Tactics 
NOTE:    Show Slide # 3, Tactical Offensive Purpose
· Gain freedom of movement

· Restrict freedom of movement

· Gain control of key terrain/personnel/equipment

· Gain information

· Dislocate
NOTE:    Show Slide # 4, Tactical Offensive Forces
· Security Element 

· Action Element

· Support Element

· Reserve Element

· Specialist Elements (Clearing, Deception, Reconnaissance) 
NOTE:    Show Slide # 5, Tactical Offensive Actions
· Assault

· Ambush

· Raid

· Reconnaissance Attack

NOTE:    Show Slide # 6, Assault 
· Assault
· Key Factors

NOTE:    Show Slide # 7, Assault Graphic
NOTE:    Show Slide # 8, Assault Graphic
NOTE:    Show Slide # 9, Assault Counter Tasks
NOTE:    Show Slide # 10, Ambush
· Ambush
· Key Factors

NOTE:    Show Slide # 11, Ambush Graphic
NOTE:    Show Slide # 12, Ambush Counter Tasks
NOTE:    Show Slide # 13, Ambush Graphic

NOTE:    Show Slide # 14, Ambush Graphic
NOTE:    Show Slide # 15, Harassment Ambush Graphic
NOTE:    Show Slide # 16, Ambush Graphic
NOTE:    Show Slide # 17, Containment Ambush Graphic
NOTE:    Show Slide # 18, Offensive Courses of Action
· Raid
· Key Factors

NOTE:    Show Slide # 19, Raid Graphic
NOTE:    Show Slide # 21, Raid Graphic
NOTE:    Show Slide # 22, Raid Counter Tasks
NOTE:    Show Slide # 23, Raid Graphic
NOTE:    Show Slide # 24, Search and Attack
· Search and Attack
· Key Factors

NOTE:    Show Slide # 25, Search and Attack Graphic
NOTE:    Show Slide # 26, Defensive Tactics 

NOTE:    Show Slide # 27, Tactical Defensive Purpose
· Protect Personnel/Equipment
· Restrict Freedom of Movement

· Control Key Terrain

· Gain Time

NOTE:    Show Slide # 28, Tactical Defensive Forces
· Security Element

· Disruption Element 

· Main Defense Element

· Support Element

· Reserve Element

· Specialist Elements (Deception, Reconnaissance)
NOTE:    Show Slide # 29, Defense of a Simple Battle Position
· Defense of a Simple Battle Position
· Key Factors

NOTE:    Show Slide # 30, Defense of a Simple Battle Position Graphic

NOTE:    Show Slide # 31, Defense of a Complex Battle Position
· Defense of a Complex Battle Position

· Key Factors

NOTE:    Show Slide # 32, Defense of a Complex Battle Position Graphic

NOTE:    Show Slide # 33, Complex Battle Position Counter Tasks
NOTE:    Show Slide # 34, Defense of a Complex Battle Position Graphic
NOTE:    Show Slide # 35, OPFOR Battle Drill

NOTE:    Show Slide # 36, OPFOR Battle Drills
· Actions on Contact

· Situational Breach

· Break Contact

· Fire and Maneuver

· Fix

· Tactical Movement

· Tactical Security

NOTE:    Show Slide # 37, Actions on Contact
· Seven Forms of Contact

· Direct Fire

· Indirect Fire

· Obstacle

· Air

· NBC

· EW

· Sensor
NOTE:    Show Slide # 38, Actions on Contact
· Fix
· Assess and Report

· Retain Freedom to Maneuver

· Isolate

· Execute Course of Action

NOTE:    Show Slide # 39, Actions on Contact Graphic
NOTE:    Show Slide # 40, Actions on Contact Graphic
NOTE:    Show Slide # 41, Situational Breach
· Isolate

· Secure

· Penetrate

· Execute Course of Action
NOTE:    Show Slide # 42, Situational Breach Graphic
NOTE:    Show Slide # 43, Situational Breach Graphic
NOTE:    Show Slide # 44, Break Contact
· Fix
· Retain Freedom to Maneuver

· Employ Fires and Obscurants

· Execute Course of Action

· Fixing Element Rejoins

NOTE:    Show Slide # 45, Break Contact Graphic
NOTE:    Show Slide # 46, Fire and Maneuver
· Fix with First Element
· Maneuver with Second Element

· Reverse roles and repeat

NOTE:    Show Slide # 47, Fire and Maneuver Graphic
NOTE:    Show Slide # 48, Tactical Movement
· Determine Attack Routes and Firing Lines
· Organize for Movement

· Execute Transition

NOTE:    Show Slide # 49, Tactical Movement Graphic
NOTE:    Show Slide # 50, Tactical Movement Graphic
NOTE:    Show Slide # 51, Tactical Security Missions
· Security Force

· Security Detachment

· Security Element

· (Fighting) Patrol

· CSOP

· QRF

NOTE:    Show Slide # 52, Tactical Security Mission Graphic
NOTE:    Show Slide # 53, Urban Combat
· Mobility

· 3D Battlefield Organization

· Population Management/IW

· Key Facilities

· Urban Weapons Systems

· Troop Rotation

NOTE:    Show Slide # 54, Urban Combat Graphic
NOTE:    Show Slide # 55, Urban Combat Graphic
NOTE:    Show Slide # 56, OPFOR Recon
· Defense of a Simple Battle Position

NOTE:    Show Slide # 57, Tactics (Recon)
· Ground Reconnaissance 
· Reconnaissance is a mission

· “Eyes on” is critical

· Affiliated forces and friendly civilians

NOTE:    Show Slide # 58, Tactics (Recon)
· OPFOR Assumes every piece of information must be fought for
· Intelligence orders delegation

NOTE:    Show Slide # 59, OPFOR Infantry and AT Tactics
NOTE:    Show Slide # 60, Tactics (Infantry)
· Does not focus on mounted vs. dismounted
· Primary tank killer

· Trained in multiple infiltration methods

· Routinely executes and supplements reconnaissance missions

NOTE:    Show Slide # 61, Tactics (Anti-Tank)
· OPFOR AT enables Infantry to engage mobile systems
· OPFOR AT is the primary  killer of enemy armored systems
NOTE:    Show Slide # 62, Differences
NOTE:    Show Slide # 63, Objectives-Not
· Will not focus on destruction of enemy maneuver
· Will not try to overwhelm with echelons
· Will not attack from march to timetable
· Will not rely on massed artillery
NOTE:    Show Slide # 64, Keys to Fighting the OPFOR
· Prevent all-BOS Deception
· Destroy Ground Reconnaissance

· Deny use of Complex Terrain

· Counter Dispersed Operations.

NOTE:    Show Slide # 65, Questions?
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

14. Learning Step/Activity 14.   Understand Information Warfare

Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
60 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100, Opposing Force Doctrinal Framework and Strategy

Security Classification:

Unclassified

NOTE:    Show Slide # 1, The Contemporary Operational Environment

NOTE:    Show Slide # 2, Information
NOTE:    Show Slide # 3, Information is:
· Transmitted

· Obtained

· Manipulated

NOTE:    Show Slide # 4, Information
· Hardware

· Software

· Method

· Purpose

NOTE:    Show Slide # 5, Information Methodology
NOTE:    Show Slide # 6, Indirect Influences on Information
· Raw Data

· Culture

· Irrationality

· Enabling Tech

NOTE:    Show Slide # 7, Information in Training
· Bad Information

· Too Much Information

· Not Quite Enough Information

· Perfect Information

NOTE:    Show Slide # 8, Information Warfare
NOTE:    Show Slide # 9, Information Warfare
· Definition
NOTE:    Show Slide # 10, Concepts of Information Warfare
· Information Infrastructure

· Blurring of Boundaries

· Expanded Role of Perception management

· Vulnerability of Technology

· Neutralizing Superiority

NOTE:    Show Slide # 11, Elements of IW
· Electronic warfare (EW).

· Computer Warfare/Information Attack (CW/IA).

· Deception.

· Physical destruction.

· Protection and security measures.

· Perception management.
NOTE:    Show Slide # 12, Electronic Warfare
· Objective 
· Target
NOTE:    Show Slide # 13, Computer Warfare
· Objective 

· Target
NOTE:    Show Slide # 14, Information Attack
· Objective 
· Target
NOTE:    Show Slide # 15, Deception
· Objective
· Target

NOTE:    Show Slide # 16, Physical Destruction
· Objective
· Target
NOTE:    Show Slide # 17, Protection and Security
· Objective 
· Target
NOTE:    Show Slide # 18, Perception Management
· Objective 
· Target
NOTE:    Show Slide # 19, Strategic Information Warfare
· All four instruments of power
· Target strategic centers of gravity

· Continuous integrated activities
NOTE:    Show Slide # 20, Strategic Targets
· Key leaders and decision makers (military and civilian)

· All relevant media outlets

· Diplomatic entities

· Relevant private institutions or influential organizations

· Public opinion (international and domestic)

· National will (enemy and friendly)

· Commitment of alliance and coalition members

· Transmitted

NOTE:    Show Slide # 21, Operational Information Warfare
· Purpose
· Focus
NOTE:    Show Slide # 22, IW Plan Graphic
NOTE:    Show Slide # 23, Tactical Information Warfare
· Purpose
· Focus
NOTE:    Show Slide #24, Offensive IW
· Actions
NOTE:    Show Slide #25, Purpose of Offensive IW
· Operational
· Tactical
NOTE:    Show Slide # 26, Information Warfare in Training
· Free play, Free play, Free play
· Deception

· Degradation of Capabilities

· Non-Combatant Response
NOTE:    Show Slide # 27, Questions
15. Learning Step/Activity 15.   Understand Paramilitary Tactics


Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
60 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100, Opposing Force Doctrinal Framework and Strategy 

Security Classification:

Unclassified

NOTE:    Show Slide # 1, The Contemporary Operational Environment

NOTE:    Show Slide # 2, Paramilitary Tactics
NOTE:    Show Slide # 3, Offense
· Raid 

· Ambush

· Annihilation

· Harassment

· Containment

NOTE:    Show Slide # 4, Defense
· Active Security Measures

· Obstacles and barriers.

· Improvised Devices.

· Observation or listening posts.

· Guards and other early warning systems.

· Checkpoints.

NOTE:    Show Slide # 5, Defense
· Passive Security Measures

· Field fortifications.

· Tunnels.

· Camouflage and cover.

· Countermeasures.

· Noise, light, and trash discipline.

NOTE:    Show Slide # 6, IW and Intel
· Deception, Destruction, Perception management, Info Attack 

· EPM, not EW

· Collection

· CI

· Reporting

· Analysis
NOTE:    Show Slide # 7, Logistics
· Transportation

· Supply Bases

· Caches

· Camps and Sanctuaries

· Safe Houses
NOTE:    Show Slide # 8, The Future of Paramilitary Insurgents
NOTE:    Show Slide # 9, Questions?
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

16. Learning Step/Activity 16.   Understand Terrorism


Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
60 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100, Opposing Force Doctrinal Framework and Strategy

Security Classification:

Unclassified

NOTE:    Show Slide # 1, Terrorism

NOTE:    Show Slide # 2, Introduction
NOTE:    Show Slide # 3, Why should Terrorism be part of your training?
· What is Terrorism?

· How does it affect the military?
NOTE:    Show Slide # 4, What is Terrorism?
· Definition
NOTE:    Show Slide # 5, How does it effect the Military?
NOTE:    Show Slide # 6, Threat to the U.S. military
· Terrorism often seen as the only effective means of competing with the United States 

· Symbolic value of a successful attack 

· Deployed Forces

· Deployable Forces

· Non-Deployable Forces

NOTE:    Show Slide # 7, Where do we go to find out how Terrorism should be incorporated into training?
NOTE:    Show Slide # 8, Resources
NOTE:    Show Slide # 9, Examples
NOTE:    Show Slide # 10, Where do we fit Terrorism into training or a training event?
· Leader Training

· Individual Training

· CPX

· CTC

· Installation

NOTE:    Show Slide # 11, What are examples of Terrorism training events?
· What is Terrorism?

NOTE:    Show Slide # 12, Terrorism inside of training
· Terrorist goals
· How to Insert the Event:

· Use your imagination

· Pick a country out of the State Department Book

· Pick an event out of the Counterterrorism Report

· Look at the OE Assessments

NOTE:    Show Slide # 13, Conclusion
NOTE:    Show Slide # 3, Questions? 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

SECTION IV.
SUMMARY
Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:    Instructor


Overhead Projector and Slides; or Computer and CD


	Check on Learning
	Conduct a check on learning and summarize the lesson.


SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Describe how the student must demonstrate accomplishment of the TLO. Refer student to the Student Evaluation Plan.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.


LESSON 6: 0159-D-0002                                                                                                                  

Exercise Development and the COE

August 2007

SECTION I.
ADMINISTRATIVE DATA

	All Courses Including This Lesson
	Course Number
Course Title 

                           Command and General Staff Officer Course (CGSOC)


Captains Career Course (CCC)

                           Officer Basic Course (OBC)

                                               

                           Warrant Officer Candidate School  (WOCS)

                           Advanced Noncommissioned Officer Course (ANCOC)

                           Basic Noncommissioned Officer Course (BNCOC)




	Task(s) 

Taught (*) or

Supported
	Task Number
Task Title 

None



	Reinforced Task(s)
	Task Number
Task Title
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	Test Lesson Number
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Lesson No.

Testing


(to include test review) 



N/A

	Prerequisite Lesson(s)
	
Lesson Number
Lesson Title
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	Security Clearance/ Access
	Security Level:  Unclassified

Requirements:  There are no clearance or access requirements for the lesson.


	Foreign Disclosure Restrictions
	This product/publication has been reviewed by the product developers in coordination with the TRADOC TRISA-Threats foreign disclosure authority.  
This product is releasable to students from all requesting foreign countries without restrictions.

	References
	

	Number
	Title
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	Exercise Design Guide
	

	
	
	

	
	
	

	Student Study Assignments
	NONE

	Instructor Requirements
	One primary instructor



	Additional
	Name
	Quantity
	Man Hours

	Support
	None
	
	

	Personnel
	
	
	

	Requirements
	
	
	

	Equipment 

Required 

For Instruction 
	Name
Overhead projector or

Computer With Microsoft PowerPoint and Projection Equipment
	
	

	Materials Required
	Instructor Materials: 

FM 7-100, Opposing Force Doctrinal Framework and Strategy
Exercise Design Guide
Student Materials:

FM 7-100, Opposing Force Doctrinal Framework and Strategy
Exercise Design Guide


	Classroom, Training Area, and Range Requirements
	1 classroom per class



	Ammunition Requirements
	Name
None
	Student Qty
	Misc Qty

	Instructional Guidance
	NOTE: Before presenting this lesson, instructors must thoroughly prepare by studying the lesson and identified reference material.



	Branch Safety Mgr Approval
	NAME
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POSITION

DATE

N/A



	Proponent Lesson Plan Approvals
	NAME
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POSITION

DATE
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SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is:  1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Remove Slide # 1 TRADOC TRISA-Threats and Show Slide # 2 Exercise Design


	Terminal Learning Objective
	Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will: understand exercise development

	
	Action:
	Demonstrate knowledge of exercise development

	
	Conditions:
	Given a classroom environment.



	
	Standards:
	Understood exercise development 

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.


SECTION III.
PRESENTATION 

17. Learning Step/Activity 17.   Understand role of COE in full spectrum training and exercise design 


Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
90 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

Exercise Design Guide

Security Classification:

Unclassified

NOTE:    Show Slide # 2, Exercise Design
NOTE:    Show Slide # 3, Exercise Design Guide
· Three major components:

· Making an Exercise 

· COE Variable Representation

· Forces Analysis Method 

NOTE:    Show Slide # 4, Exercise Design Guide
· Components

NOTE:    Show Slide # 5, Executive Summary 
· Make Exercise Directors truly ‘White’

· Put training conditions in the hands of professional trainers 

· Ensure key aspects of the COE are addressed in all exercises.

· Give planners the tools to provide correct exercise conditions 

NOTE:    Show Slide # 6, Exercise Design Process
NOTE:    Show Slide # 7, Exercise Design Sequence
NOTE:    Show Slide # 8, Exercise Design Framework
NOTE:    Show Slide # 9, Exercise Director
· Different from Senior Trainer, NOT in training unit chain of command for external exercises

· One grade above unit commander

· Unit commander: in charge of tasks and standards

· Exercise director: in charge of conditions – truly ‘white’

NOTE:    Show Slide # 10, Exercise Development
· Exercise Parameters (Training Unit)

· Acquire Blue Troop List

· Acquire Blue Training Objectives

· Acquire requested conditions

· Set COE Variables
NOTE:    Show Slide # 11, Exercise Development
· Scenario Development (Exercise Designers)

· Determine AO

· Determine OPFOR COA

· Organize OPFOR Battlefield

NOTE:    Show Slide # 12, Exercise Development
· Organize OPFOR Forces (Exercise Designers)

· Determine Road to War (Exercise Designers)

NOTE:    Show Slide # 13, Training Unit Troop List
· Identify the task organization of the unit to be trained

· Identify key echelons to be trained

· Lock in troop list early

NOTE:    Show Slide # 14, Unit Training Objectives
· Identify training objectives in terms of precise military tasks to be trained 

· Training objectives do not include ‘flowery language’, ‘assessment objectives’ or vague ‘hand waves’ 

· Clear, military training objectives are the price of admission to training exercise design 

NOTE:    Show Slide # 15, Unit Requested Conditions
· Unit identifies basic conditions under which it proposes to execute its tasks.  
NOTE:    Show Slide # 16, Set COE Variables
· Unit commander ‘sets’ each COE variable.

· Each setting determines resources and conditions to exist in the exercise.  

· Settings are briefed as part of QTB!

NOTE:    Show Slide # 17, OE Variable: Technology 
NOTE:    Show Slide # 18, Scenario Development
NOTE:    Show Slide # 19, Determine AO
· Select an AO that:

· Provides terrain appropriate to the troop list

· Provides terrain that accomplishes terrain-based training objectives (river crossing, urban operations, etc.)

· Provides a physical environment that matches the COE variable setting

· Provides battlespace that stresses command control and logistics

NOTE:    Show Slide # 20, OE Variable Common Sets Matrix
NOTE:    Show Slide # 21, Determine OPFOR COA
· Select an OPFOR COA that:

· Opposes the Blue training objectives COAs (CROSSWALK!)

· Reflects 7-100 

· Is appropriate to the Blue troop list and AO

· Matches the COE variable setting for ‘military capabilities’

NOTE:    Show Slide # 22, Crosswalk of Tasks and Countertasks
NOTE:    Show Slide # 23, Organize OPFOR Forces
· Organize OPFOR Forces that:

· Can accomplish all ‘counter-tasks’

· Reflects 7-100 organization and tier structure

· Is appropriate to the Blue troop list and AO

· Matches the COE variable setting for ‘military capabilities’

NOTE:    Show Slide # 24, Organize OPFOR Battlefield
· Organize an OPFOR Battlefield that:

· Provides non-linear conditions

· Reflects 7-100 

· Is appropriate to the Blue troop list and AO

· Matches the COE variable setting for ‘military capabilities’

NOTE:    Show Slide # 25, Force Analysis 
· How much and what type of force do we need in this exercise? 

NOTE:    Show Slide # 26, Force Analysis
· Current situation is chaos

· No standard methodology

· No accounting for ‘soft factors’

· No ‘honest broker’
NOTE:    Show Slide # 27, OE Variable: Military Capability
NOTE:    Show Slide # 28, OE Variable: Physical Environment
NOTE:    Show Slide # 29, Road to War
· Describe a notional Road to War that:

· Explains Blue troop list
· C-Day, M-Day, D-Day

· Explains OPFOR forces and battlefield organization and dispositions

· Reflects 7-100 

· Provides reasoning for execution of training objectives and subtasks

NOTE:    Show Slide # 30, Exercise Design Sequence
· Initial Planning Conference provides exercise designers with:

· Troop list

· Training objectives

· Proposed AO and requested conditions

· Exercise resources (length, support, sims, etc.)

· Exercise designers prepare scenario

· Final Planning conference (Startex Conference) obtains exercise director approval for

· AO

· OPFOR COA, Organization and dispositions

· Road to war

· Higher and adjacent blue COA

NOTE:    Show Slide # 31, Road to War
· Explains the deployment and disposition of the training unit at STARTEX. 

· Identifies C-Day, M-Day, and D-Day.

· Explains OPFOR forces and battlefield organization and dispositions. 

· Reflects FM 7-100.

· Provides reasoning for execution of training objectives and subtasks. 

NOTE:    If your organization uses exercises, insert an example of the exercise here that best illustrates exercise design within your organization.
NOTE:    Show Slide # 32, Questions?

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

18. Learning Step/Activity 18.   Understand Operational Environment Assessments 


Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
60 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

None

Security Classification:

Unclassified

NOTE:    Show Slide # 1, A model for applying the COE

NOTE:    Show Slide # 2, Purpose
NOTE:    Show Slide # 3, Operational Environment (OE)
· Definition
NOTE:    Show Slide # 4, OE- Sets the “Condition”
NOTE:    Show Slide # 5, Every Operational Environment is
· Complex, dynamic and multi-dimensional 

· Collection of complex and interrelated systems and subsystems

· Variables are made up of complex and interrelated systems and sub-systems 

NOTE:    Show Slide # 6, To Understand any OE
· Need to study and understand the synergy and interaction of variables

· Need to understand this interaction and reciprocal influence

NOTE:    Show Slide # 7, Constants of any Operational Environment
· Variables of each OE 

· Linkage among variable (bi-variate and multi-variate) is key to analysis 

· Links set or creates the conditions of the each environment

· Complexities of relationships 

· Dynamic nature of the relationships

· 2nd and 3rd order of affects of relationship

·  Links are in a state of constant flux

NOTE:    Show Slide # 8, Synergy among variables of the OE
NOTE:    Show Slide # 9, Variables of an OE
· Political

· Military

· Economic

· Social

· Infrastructure

· Information

· Physical Environment

· Time

NOTE:    Show Slide # 10, Assessing the Operational Environment of Iraq/Afghanistan
NOTE:    Show Slide # 11, Application

NOTE:    Show Slide # 12, Purpose of Assessment
· Provide a tool to help develop an understanding of the operational environment (OE) of Iraq and Afghanistan.

· Establish a dynamic, continuously updated unclassified product can be used to support various training events and MRXs.  

· Provide a methodology for examining and understanding any OE. 

· Provide example of the Contemporary Operational Environment (COE) model as applied to a real-world situation.

NOTE:    Show Slide # 13, Key Components of Assessment
NOTE:    Show Slide # 14, Conceptual Template
NOTE:    Show Slide # 15, Defining Variables

· Template for each variable was established
· Extensive research effort to populate template          

· Identified key fact for each variable
· Identified operational impacts/issues for each          

NOTE:    Show Slide # 16, Linkage and Cascading Effects (Bi-Variate)
NOTE:    Show Slide # 17, Linkage and Cascading Effects (Multi-Variate)
NOTE:    Show Slide # 18, Dependent and Independent Variable
NOTE:    Show Slide # 19, Military Capabilities
NOTE:    Show Slide # 20, Assessment Provides:
· Detailed description of OE

· Trends Analysis

· Listing of unclassified events in OE
NOTE:    Show Slide # 21, How is this Different?
·   Not a country handbook -- Assessment

·   Application of COE model – Provides methodology for application

·   Intended to assist trainers in looking out to OE as it exists when unit arrives (trends)

·   “TTP” is from a red perspective

·   Periodically updated

NOTE:    Show Slide # 22, Questions

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

19. Learning Step/Activity 19.   Understand location and use of COE products

Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
20 min

Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

None

Security Classification:

Unclassified

NOTE:    As of the summer of 2007, all COE products are hosted on the BCKS website.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

SECTION IV.
SUMMARY
Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:    Instructor


Overhead Projector and Slides; or Computer and CD


	Check on Learning
	Conduct a check on learning and summarize the lesson.


SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Describe how the student must demonstrate accomplishment of the TLO. Refer student to the Student Evaluation Plan.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.


Appendix A: Instructional Media

Appendix B: Training Support Package User Software Guidance
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